VLAN Configuration for “Public Wiraleas™

Uze this diglog o modify the VLAN configuration. IF & VLAN name
generated.

Enebled: K]

VLAN Marne: |Public Wireless [

VAN ID: [33 |

VLAN Type: Statie

WLAN Interace: B/

‘Wireless Control Protacol

Enabled awcp: []

VLAN Interface Configuration

Deseription: [Public Wirsless VLAN

Enabled: ]

S i f o e

Tralfie-Shaping: [ |
Qos-palicy: None
Intarface Made:

1P Settings

Arddress Type:

1P Address: RN
Subnet Mask: [255 |.[255 |.[255 |.[o_ |
Dynamic DNS:

DHCP Server Pool ublic Wirahass™

Required Configuration || Optional Configuration || Numbered Opti

Creabe & paal for each subnel containing DHCP cignts. A pool must slsc
each hast reguiring a reserved (fixed) 1P address.

IP Addresses

) Assign [P addresses to all DHCP clients an & subnet.

Subnet Address N EER B OO
Subnet Mask: [255_|. Jo ]

) Reserve & fixed IP address for a single hast.
maC agaress: [ :| =] <[ [ [
Pacaress: [ . [ [
Subret Mask: [ .| [ [

DHCP Options

Lease Time: (1 |days[0 | nours[o | min,

Default Gateway:




Switch Ports Configuration

Make changes to one or Mare gort's settings and click Apply. Click on the name of the port ta configu
port settings and view port statistics.

Select 8l| ¥/ Deselect Al

.I_
= # [<selct> v| [<selee> w| [<seleat= W

ﬁﬂ—"f [0 [isablea v| [Trumk | [Auta ~| 100/Fun
ﬁ [] [Disabled ]| [Trunk ~]| [Auts ~] 1007Full
E [0 [pisabled ] [Trunk ~| [Auts ~]| Down
ﬁ [] [pisabiea ~] [Trunk ~| [Auta ~| pown

Assign Interfaces to Security Zones

Each interface must be associalad with a Securily Zone. A Securily Zone is configurad wilth &
=gt of policies that define what action the firewall will perform on dala sessions origineting
from that zone._

Intefsce Mame Current Security Zone ew Secu Zone

Public Public Public V
Drefault Private Privabe hl
Public Wirgless Privated far Wi-Fi Privabe2 for Wi-Fi W

A security zene contains ane or more palicies. The security zone can be applied to interfaces
to allow, discard ar NAT traffic as it enters the NebVanta. A security rane that hes no
eonfigured policies will allow all braffic to enter the interface. Click on the "Active Sessions’
numiber o view e running version of your policy-class association table.

Modify Security Zones
Click an the link on the security zone name in order bo modily that securiby zene.

Publie 4

Private -]

Private? for Wi-Fi a

=0ick to pdd 8 Securiby Fones B




