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NetVanta Unified Communications Technical Note

Integrating Cisco CallManager using SIP

1 Integration Overview

This integration note applies to Cisco CallManager Version 5.1 and later.

The UC server integrates with Cisco CallManager using SIP Trunks.
1.1 Minimum Software Versions

e Cisco CallManager 5.1 or higher (Cisco CallManager 6.0 has been interoperability tested)

e NetVanta Unified Communications Server Software Revision: Software version 4.3 and higher

1.2 Supported Features
The following are the features supported with this Integration:
e Call forwarding to personal greeting
— Busy
— Ring-no-answer
— Unconditional
¢ Direct call — Manage messages (prompt for mailbox password)
e Transfer Capabilities
— Blind transfers
— Supervised/Assisted transfers
e Message Waiting Lights
e Caller ID (if supplied by PBX)
e Notification Services
— Active Message Delivery
— Pager Notification
— E-mail Notification

e Outbound notification (database integration with outbound notification)




NOTE: This integration method does not support faxing. See Integrating the Cisco CallManager Fax
technical note, available online at http://kb.adtran.com, for information about integrating fax with Cisco
CallManager.

2 Configuring the Cisco CallManager

In order to simplify these steps, X 2 Y = Z are used to describe the menus in the Cisco CallManager
Web Ul, which means click menu X, choice Y, sub-choice Z.

2.1 Checking the Licensing
1. On the administration Ul, go to System -> Licensing - License Unit Report.

2. Confirm that the license file is uploaded by confirming that there are a number of Units
Authorized.

rPhone License Feature

License Server Units Authorized Units Used Units Remaining
corn-sdk 50 g 42

Total Units for Feature 50 8 42

rCCM Node License Feature

License Server Units Authorized Units Used Units Remaining
corm-sdk 1 1 ]

Total Units for Feature I 1 | 1 i}

2.2 Configuring the SIP Trunk Security Profile
In order for the SIP trunk to communicate, you require a properly configured SIP Trunk Security Profile.
1. Go to System > Security Profile 2 SIP Trunk Security Profile.
2. Click Find.
3. Selecta SIP Trunk Security Profile.
4. Select UDP from the Outgoing Transport Type list.
5. Ensure that the Incoming Port is 5060.
6. Ensure that these options are selected:
a. Accept Presence Subscription
b. Accept Out-of-Dialog REFER
c. Accept Unsolicited Notification
d. Accept Replaces Header
7. Click Save.
The SIP Trunk Security Profile will be referred to as the “Configured SIP Trunk Security Profile”.

2.3 Configuring the Media Termination Point

In order to send a Session Description with the INVITE SIP packet, Cisco CallManager requires a Media
Termination Point.



http://kb.adtran.com/

Go to Media Resources = Media Termination Point.
Click Find.

Ensure there is an entry in the list and confirm that the status reads “Registered with (Cisco CM
server name)”.

Media Termination Point (X - I of I) Rows per Page 50 (v
. Media Termination ; ; - -
Find b oint where | Mame v | begins with |» [ Find | [ clear Filter ] E
D Name ™ Dascription Device Pool Status IP Address Copy
'ﬁ‘ MTP 2 MTP_cemn-sdk Default [ registered with com-sdk | 192,168 .8.129 Mot &llowed

Note: If it does not read as such, the service is either not activated or stopped and it needs to be
activated or started. To do this, follow the steps at the end of this section in 2.3.1 - Activating
Cisco IP Voice Media Streaming App.

Go to Media Resources = Media Resource Group.
Click Find.

If there are no entries, or you require a new Media Resource Group, follow “a” through “d”
below, otherwise, open an existing group and ensure it has a Media Termination Point in the
Selected Media Resources.

a. Click Add New.
b. Enter a name such as “Media_Resource Group 1 and a description.

c. Inthe Devices for this Group section, select a Media Termination Point such as MTP_2
in the Available Media Resources list and click the down arrow between the two lists to
move it to the Selected Media Resources list.

d. Click Save.




Media Resource Group Configuration CEIRCEGHERT 498 Back To FindfList [V]
LB Save x Delete Copry % Reset EII]: Addd Mewy

rStatus

@ Status: Ready

rMedia Resource Group Status

Media Resource Group: Media_Resource_Group_1 {used by 7 devices)

rMedia Resource Group Information

Warme® [Media_Resource_Group_1| |

Descriptinn',q Media Resource Group |

r Devices for this Group

Available Media Resources** [ayy 2 a

selected Media Resources ™ MTP_2 (MTF) 4

] Use Multicast for MOH Audio (If at least one multicast MOH resource is available)

CFB_Z
MOH_2

[wla

—[ Save ] [ Celete ] [ Copy ] [ Reset ] [ Add Mew ]

7. Go to Media Resources - Media Resource Group List.

8. Click Find.

9. If there are no entries, or you require a new Media Resource Group List, follow “a” through “d”
below, otherwise open an existing list and ensure it has the previous Media Resource Group in
the Selected Media Resource Groups.

a.
b.

Click Add New.

Enter a name such as “Media_Resource Group List 1.

In the Devices for this Group section, select the previous Media Resource Group in the
Available Media Resource Groups list and click the down arrow between the two lists to
move the group to the Selected Media Resource Groups list.

Click Save.




Media Resource Group List Configuration CEIETEGRENUEE Back To Find fList

Q Save x Delete Copy % Reset EDI Al Mlew

r Status

@ Status: Ready

—Media Resource Group List Status

Media Resource Group List: MRGL_1 {used by 7 devices)

rMedia Resource Group List Information

Mame * Media_Resource_Group_List_1 |

rMedia Resource Groups for this List

Available Media Resource I

Groups .

L4

[via

Zelected Media Resource Media Resource Group 1 i
Groups "
-

L4

- | save | [ Delete | [ Copy | [ Reset | [ add Mew |

@ *. indicates required itemn.

2.3.1 Activating Cisco IP Voice Media Streaming App

1. Select “Cisco Unified Serviceability” from the list in the upper right corner of the Cisco web
configuration interface and click Go.

2. Goto Tools - Service Activation.

3. Find Cisco IP Voice Media Streaming App in the list.

CM Services

| Service Name Activation Status
Cisco CallManager Activated
Cisco Tftp &ctivated
Cisco Messaging Interface Activated
Cisco Unified Mobile Yoice Access Service Activated
| Cisco IP Voice Media Streaming &App Activated |
Cisco CTIManager &ctivated
Cisco Extension Mobility Activated
Cisco Extended Functions Activated
1 immm Pislad Roesber Ss =lusae Poedin b

Select the check box next to it.
Click the Save button at the top or bottom of the page.

Go to Tools = Control Center - Feature Services.

N oo g &

Find Cisco IP Voice Media Streaming App in the list.




CM Services

Activation

Service Name Status* Start Time Up Time
Status
. . Thu Feh 21 16:07:42
3y Cisco CallManager Started Activated 2DLDJB s 19 days 17:45:48
() Cisco Titp Started Activated ;EE;Bb el 18:07:51 19 days 17:45:39
. ) Mot .
(3 Cisco Messaging Interface ) Activated
- Running
Ci Unified Maohile voice A . M Feb 25 18:19:14
o JeEn VNTBa 0D VOIe Acess Started  Activated on e 15 days 15:34:16
N Service 2008
(3 Cisco IP Voice Media Streaming &pp Started Activated SDDQBFEb 23 18:05:53 15 days 15:47:35
. . M Feb 25 18:19:14
3y Cisco CTIManager Started Activated 20038 " 15 days 15:34:16
() Cisco Extension Mobility Started Activated ;qDDQSFEb 25 181914 15 days 15:34:16
~ mimeem PisleaAd sl S s lu=sme S = Ao =bm A MDn FEb 25 18' 19I24 1B A=ue- 12408
8. If the status is not Started then select the service and press the Start button at the top or bottom
of the page.
9. Select “Cisco Unified CM Administration” from the list in the upper right corner of the Cisco

web configuration interface and click Go.

2.4 Creating New SIP Trunks

In order to communicate with the UC server, Cisco CallManager requires a SIP trunk.

1.
2
3
4
5.
6
7
8

9.

10.
11.

12.

Go to Device - Trunk.

Click Add New.

Select SIP Trunk from the Trunk Type list.

Ensure that SIP is selected from the Device Protocol list.
Click Next.

Enter a Device Name such as “UCServer_SIP Trunk”.
Select the appropriate device pool from the Device Pool list.

Select a Media Resource Group List that contains a Media Termination Point from the Media
Resource Group List.

Select a location from the Location list.
Ensure Media Termination Point Required is selected.

In the Inbound Calls section, ensure Redirecting Diversion Header Delivery — Inbound is
selected.

In the Outbound Calls section
a. Select Originator from the Calling Party Selection list.

b. Ensure Redirecting Diversion Header Delivery — Outbound is checked.




13. In the SIP Information section
a. Enter the UC server’s IP Address or FQDN for the Destination Address.
b. Enter 5080 for the Destination Port.
c. Select 711ulLaw from the Preferred Originating Codec list.

d. Select the Configured SIP Trunk Security Profile from the SIP Trunk Security Profile
list.

e. Select a SIP profile from the SIP Profile list.

f. Select No Preference from the DTMF Signaling Method list.
14. Click Save.

Trunk Configuration CEECELRED G Back To Find/fList (vl Go

LE Save x Delete % Reset O3 Add New

Status

@ Status: Ready

rDevice Information

Product: SIP Trunk

Device Protocal: SIP

Device Name ¥ |UCServer_SIP_Trun|-< I
Description ‘UC Server on owstudent, to port 5080 |
Device Pool® |Defau|t [V]I
Commaon Device Configuration ‘ = Nang = [v]|
Call Classification® [Use System Defaul v
Media Resource Group List | MRGL_1 [V]I
Location™® | Hub_Mone [+]
BAR Group | = None > [v]
Packet Capture Mode* [ Mane [v]
Packet Capture Duration ‘D |

| Media Terrmination Point Required |

Retr’y Video Call as Audia
O rransmit UTF-8 far Calling Party Name
Cunattended Part

rMultilevel Precedence and Preemption {MLPP) Information

MLPP Domain | = None > ["“

rCall Routing Information

rInb d calls
Significant Digits* | All ["]l
Connected Line [D Presentation® | Allowed [V]l
Connected Mame Presentation® | Allowed [Vll
Calling Search Space | < Mone = [V”
AAR Calling Search Space | < Mone = [V”
Prefix DM | |

| Redirecting Diversion Header Delivery - Inbound

r Outbound Calls

Calling Party Selection® | Originatar [V]
Calling Line ID Presentation™ ‘ Allowed [V]|
Calling Name Presentation® ‘ Allowed [V]|
Caller ID DN \ |

Caller Hame ‘ |

| Redirecting Diversion Header Delivery - Gutbound




r SIP Information

Destination Address* |1U.108.8.?11 |

O pestination Address is an SRY

Destination Part® [s080 ]

MTF Preferred Originating Codec® |?11u|aw hd |
*

Presence Group Standard Presence group

SIP Trunk Security Profile® INnn Secure SIP Trunk Profile L |

Rerouting Calling Search Space < MNone = b

Out-Of-Dialog Refer Calling Search Space | « pone = e

SUBSCRIBE Calling Search Space = Nang = e

SIP Profile | Standard SIP Prafils ~

CTMF Signaling Method™® 1o Preference v

2.5 Creating New Route Patterns
Creating a route pattern tells Cisco CallManager which voicemail calls need to be sent to the UC server.
1. Go to Call Routing - route/hunt - route pattern.
Click Add New.

Set the Route Pattern to the number used to contact the UC server, such as 6000.

2
3
4. Select UCServer_SIP_Trunk from the Gateway or Route List menu.
5. Select Route this pattern for the Route Option.

6. Select OnNet from the Call classification menu.

7

In the Calling party Transformations section, Select Allowed from the Calling Line ID
Presentation list.




8. Click Save.

Route Pattern Configuration

LE Save x Delete Copy EJE Aclel Mew

GERTEN RN S Back To Find/List [v|

rStatus

® Status: Ready

rPattern Definition

Route Pattern® |eooo l
Route Partition | < Mone = [V“
Description |UC Server Voice Mail Pattern |
Murmbering Plan | - Mot Selected -- |
Route Filter | < Mone = |
MLPP Precedence ® | Default [V“
Gateway/Route List* [JCServer SIP Trunksoao [] (Edit)
Route Option

© Block this pattern | Mo Error [V“

Call Classification® | oniet

]

DRequire Farced Autharization Caode

Authorization Level* |0

DRequire Client Matter Code

O allow Device override Clprovide outside Dial Tone [ allow Overlap Sending DUrgent Priority

rCalling Party Transformations

DUSE Calling Party's External Phone Mumber Mask

Calling Party Transform Mask|

Prefix Digits (Qutgoing Calls) |

Calling Line ID Presentation™® | Alowed

]

Calling Name Fresentation® | Default

v

2.6 Configuring the Voicemail Profile

In order to configure a telephone’s Message/Voicemail button, a Voicemail profile is required. The
number chosen corresponds to the dial plan created earlier to route these calls to voicemail to the UC

server.
1. Go to Voice Mail = Voice Mail Pilot.
2. Click Add New.

3. Set the Voice Mail Pilot Number to a unique extension number such as 6000.

r ¥oice Mail Pilot Information

Woice Mail Pilot IE;UDD

Number

Calling Search Space | < Mone =

(]

Description |Objectwnrld Unified Messaging

[ make this the default Yoice Mail Pilot for the systemn

4. Click Save.
5. Go to Voice Mail = Voice Mail Profile.

6. Click Find then select an existing VVoice Mail Profile such as Default or click Add New to create

a new one.

a. Ifitisanew profile, enter a Voice Mail Profile Name such as UC_Server_Voicemail.




7.

8.

Select 6000/< None > from the VVoice Mail Pilot list.

rYoice Mail Profile Information

Woice Mail Profile Default (used by 4 devices)

Woice Mail Profile Mame™ [Default

Description Default voice messaging profile

Woice Mail Pilot** I £O00/< Mone = b

Yoice Mail Box Mask

F Make this the default Woice Mail Profile for the System

Note: If a number other than 6000 is used, the number that is used replaces 6000 in the selection.
Click Save.

2.7 Checking the Phone Configuration

Each phone has a line associated with it. For calls to be forwarded to voicemail under specific
circumstances, such as when nobody answers, and for the message button on phones to work, these
settings must be configured.

1.
2.
3.

Go to Device - Phone and click the phone that you want to configure.
Click the line for which you need to configure voice mail settings.

Ensure that the Voice Mail Profile is set to the Voice Mail Profile configured in the previous
step.

Ensure that these options are selected.
a. Forward Busy Internal
b. Forward Busy External
c. Forward No Answer Internal
d. Forward No Answer External
e. Forward No Coverage Internal
f. Forward No Coverage External

Forward Unregistered Internal

> @

Forward Unregistered External

10



5. Click Save.

rDirectory ber Settings

Woice Mail Profile Default v ¢choose <hone> to use system default)

Calling Search Space = Mone = v

Presence Group™ Standard Presence group hd

User Hold MOH Audio Source = Mone = v

Metwork Hold MOH audio Source | © yone = v

auto Answer® Auto Answer OFf v

rcall Forward and call Pickup Settings
Voice Mail Destination Calling Search Space

Calling Search Space Activation Policy Use Systern Default
Forward all Oor < Mong >
Secondary Calling Search Space for Forward all = Mone =
Forward Busy Internal Mor < Mone >
Forward Busy External M or = Mone >
Forward Mo Answer Internal M or < Mone >
Forward Mo Answer External M or < Mone >
Forward Mo Coverage Internal M or = Maone =
Forward Mo Coverage External or = Maone =
Forward on CTI Failure Oor < Mong >
Forward Unregistered Internal or = Maone =
Forward Unreqgistered External or = Maone =

Mo Answer Ring Duration {seconds)

Call Pickup Group = None = v

2.8 Creating the CTI Route Point for the Incoming Auto Attendant

In order for Cisco CallManager to route inbound calls from the PSTN to an Auto Attendant, it requires a
CTI Route Point to route the calls to. The CTI Route Point is usually associated with an attendant service
to help callers find who they want to talk with, or a self-service function.

1. Go to Device = CTI Route Point.
2. Click Add New.

3. Enter a name such as “Incoming_ AA”.
Note: The name must be a unique identifier, consisting of 1 to 15 alphanumeric, dot, dash, or
underscore characters.

Enter a description such as “Incoming Autoattendant”.
Select Default from the Device Pool list.
Select Media_Resource_Group_List_1from the Media Resource Group List.

Click Save.

N o o &

11



CTI Route Point Configuration CEIEVCH NN Back To Find fList [V
G Save x Delete Copy % Reszet EDZ Aded Mew

rDevice Information

Registration Unknown

IP Address Unknown

Device Name™ IIncoming_F\H| I

Description |In-:c-ming-.|‘-\utc-attendants I

Device Poal™ Iﬁ View Details
Comman Device Configuration | < Mane = [v]|w
Calling Search Space | < Mone = ["”

Location ® | Hub_Mone [v]|

User Locale | < Mone > ["”

Media Resource Group List IMRGL_l [v]l

Metwork Hold MOH audio Source| < Mone = [v]|

User Hald MOH Audio Source | < Mane = [v]|

rassociation Information

(g Line [1] - 1011 (no pattition)

sz Line [2] - Add a new DN
THE

8. Click Line [1] - Add a new DN.

9. Enter a unique Directory Number such as 1011 that is either configured as an attendant service
or currently unused on the UC server.

10. Enter a Description such as “Auto Attendant”.
11. Enter an ASCII Alerting Name such as “Auto Attendant”.
12. Select UC_Server_Voicemail from the Voice Mail Profile list.

13. Ensure that these options are selected.
Under Call Forward and Call Pickup Settings:

a. Forward Busy Internal

b. Forward Busy External

c. Forward No Answer Internal

d. Forward No Answer External
e. Forward No Coverage Internal
f. Forward No Coverage External

Forward Unregistered Internal

> @

Forward Unregistered External
Under Forwarded Call Information Display on Device Incoming_AA:

12



i. Caller Name
j- Caller Number
k. Redirected Number
I.  Dialed Number
14. Click Save.

13



B Save x Delete %' Resst EL'—‘E Add New

Configure Device (Incoming_AA)

r5Status

@ Status: Ready

rDirectory Number Information

Directory Number™® |1011

Route Partition | < Mone =

Description |auto attendant

Alerting Name |

ASCII Alerting Mame |auto attendant

Associated Devices

Mote: Unmaodified sections were omitted for berewity

Calling Search Space Activation Policy

Incoming_AA "
Edit Device
[ Edit Line Appearance ]
v
v A
Dissaciate Devices 1
-
v
~Directory Number Settings
Woice Mail Profile |UC_Server_V0ic:emaiI [i"(choose <MNonex> to use systern default)
Calling Search Space | < Mone = M|
Presence Group* | Standard Presence group M|
User Hald MOH Audio Source | < Mone = M|
Metwork Hold MOH Audio Source | < Mone = M|
rCall Forward and Call Pickup Settings
Voice Destinati calling Search
Mail esuanagon alling Searc pace

| Use Systemn Default

(]

Farward all Oor | | [« mone > [v]
Secondary Calling Search Space for Farward all [ = None = [+]
Farward Busy Internal Mor | | [« none > [v]
Forward Busy External Mor | | [<Mone > [v]
Forward Busy External M or | | [« nHone > [v]
Forward No Answer Internal Mor | | [ < more = [v]
Forward No Answer External  Mlor | | [« mone > [v]
Forward No Coverage M or | | [« nHone > [v]
Internal

Forward No Coverage M or | | [« nHone > [v]
External

Farward on CTI Failure Oor | | [« mone > [~
Forward Unregistered Internal  [¥or | | [« none > [v]
Forward Unregistered Mor | | [<Mone > [v]

External

Mo Answer Ring Duration {seconds) |

Call Pickup Group | < Mone =

(v]

Redirected Nurmber
M bialed Nurnber

r Forwarded Call Information Display on Device Incoming_,

M caller name

AR

14




3 Configuring the UC Server

3.1 Creating the Communications System

In order for the UC server to work with Cisco CallManager, it requires a configured communications
system. The type of system that is used is called Generic PBX (via Gateway).

1.

2
3.
4

9.

In the Administration navigation pane, select Communications Systems.
Right-click in the content pane and select New...
Click Next, select Generic PBX (via Gateway) from the list, and then click Next.

Enter a name for the communications system such as “Cisco CM 6.0” and an answering group
number that is the same as the Voice Mail Pilot on the Cisco CallManager, such as 6000. Click
Next.

Select the network interface and click Next.

Ensure that the “Automatically Configure Windows Firewall for the UC server” option is selected
and click Next.

Click Submit, Next, and Finish.

In the Administration navigation pane, under Communications Systems, under Cisco CM 6.0,
select Options.

Enter the IP address or FQDN of the Cisco CallManager and the port.

10. Click Change.

Administration
T v
@_ Phones Enter an IP address or FQDM and a park number ba configure the gateway associated
with this device:
Gateways
Parts Address: | 192.168.18.29
@ Authentications Part: 5060
% Identities
- [CIPrompt For handset playback and recording {na anseer supetvisian)
m Data Sources
B seves
%l Communication Systems
L Server
J] Routing
| Services
L Ciscoucman
/] loptions

3.2 Configuring the Port for the Communications System

The method and network port used to communicate with the Cisco CallManager is determined by the
settings in the port created in the process of creating the communications system. A few of the default
setting must be changed to work with Cisco CallManager.

1.
2.
3.

In the Administration navigation pane, select Ports.
Right-click the Generic PBX (via Gateway) entry and select Open.

Select UDP from the Protocol list.
NOTE: If some features need to be disabled, such as outbound dialing, ensure that those features
are not selected. It is also possible to change the name of the port if it is required.




4. Click OK.
3.3 Creating the Attendant Identity

The CTI Route point on the Cisco CallManager is pointing to an attendant identity on the UC server to
answer calls from the PSTN. If the attendant identity does not already exist, it needs to be created.

1. Inthe Administration navigation pane, select Identities.
Right-click in the content pane and select New Identity... and Click Next.

Select “Cisco CM 6.0” from the communication system list.

2

3

4, Select “Admin” from the user profile list.

5. Select the Attendant Service class and click Next.
6. Enter a Name such as “Cisco CM 6.0 Attendant”
7

Enter the address configured earlier in the CTI Route point (1011 if you used the suggested
address).

8. Select a service for the attendant to run when it is called, click Next and then Finish.
Note: If you have not created a custom service, “Default Trunk Service” is the best option.

3.4 Creating the Users

In order for each Cisco phone to have its own mailbox and answering behavior, each phone must have a
user and ldentity associated with it.

For each user:
1. Inthe Administration navigation pane, select Users.
Right-click in the content pane and select New...
Click Next. Select Local User and click Next.

Enter the user’s First, Last, and Display names.

2

3

4

5. Enter the user’s Directory Number as the Identity #.

6. Select “Cisco CM 6.0” from the list next to the Identity #. Click Next.
7. Enter the user’s Password and PIN, and then click Next.

8

Click Next. Select Personal Assistant or Personal Business Assistant and the operator choice
depending on your needs.

9. Click Next, Submit, and Finish.

16



